
Prepared & Presented by:

Roland Abi Najem – CEO of Revotips

www.rolandabinajem.com

@rolandanajem

@rolandabinajem

@rolandabinajem

rolandabinajemofficial

RolandAbiNajem

Role of Cyber Security for Combatting Corruption

http://www.rolandabinajem.com/


Cyber 
Security 
Facts Stats

95% of cybersecurity breaches are 
due to human error

There is a hacker attack every 39 
seconds

Since COVID-19, the US FBI reported 
a 300% increase in reported 
cybercrimes



Cyber 
Security 
Facts Stats

Human intelligence and comprehension is 
the best defense against phishing attacks

Connected IoT devices will reach 75 billion 
by 2025

Unfilled cybersecurity jobs worldwide is 
already over 3.5 million

Most companies take nearly 6 months to 
detect a data breach, even major ones



THE 
CYBERSECURITY 

SKILLS GAP
Why is education is our best weapon 

against cybercrime?



Cybersecurity Jobs Report: 3.5 Million 
Openings In 2025

• The number of unfilled cybersecurity jobs 
grew by 350 percent, from one million 
positions in 2013 to 3.5 million in 2021. 
For the first time in a decade, the 
cybersecurity skills gap is leveling off. 
Looking five years ahead, we predict the 
same number of openings in 2025

Ref: 
https://www.einpresswire.com/article/5560
75599/cybersecurity-jobs-report-3-5-
million-openings-through-2025



Empowering 
Security 
Researchers 
Will Improve 
Global 
Cybersecurity

One of the most popular short- to 
medium-term solutions to combat 
this deficit is participating in Bug 
Bounty Programs (BBPs).

BBPs offer security researchers, also 
sometimes dubbed ‘white hat 
hackers’, a reward or bounty for 
finding and reporting vulnerabilities 
in software products.



Political 
Pressures 
and 
Regulatory 
Patchworks

• Although ethical hackers help to improve 
cyber defenses, their activities are often 
hampered by institutional deficits, legal 
uncertainties, or even political threats.



Understand 
Hackers & 
Let Them 
Help You



Hackers Report 2021 – Key Findings



Help Hackers 
Disclose The 

Bugs They 
Found



Which 
Industries 

Are Hackers 
Working 

With?





The 2022 
Attack 
Resistance 
Report –
Key 
Findings

Only 1/3 Services or applications 
are tested and assessed more 
often than once a year.

66% Believe their teams lack 
excellent security skills.



Contributors 
to the 
increasing 
cyberattack 
surface

Cloud Adoption: A Harvard Business Review 
Analytic found that more than 60% of their IT 
portfolio will reside in the cloud within two years.

Work-From-Anywhere Model: An Upwork study 
projects that 73% of all teams will have remote 
workers by 2028.

Internet of Things (IoT) growth: According to IDC, 
55.9 billion connected devices will be connected 
by 2025.





Don’t Let Perfection be the Enemy of Better Than Before
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